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Sign-On
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Quick Start Guide
This guide gets you started with a typical installation for IBM Security Access Manager for Enterprise Single
Sign-On.

National language version: To obtain the Quick Start Guide in other languages, access the PDF files on the Quick Start CD.

Product overview
IBM® Security Access Manager for Enterprise Single Sign-On combines single sign-on, strong authentication, session
management, access workflow automation, and audit tracking. This product does not require any change in the existing
infrastructure. Enterprises can use this product to manage business risks, achieve regulatory compliance, decrease IT costs, and
increase user efficiency without having to choose between strong security and convenience.

1 Step 1: Access the software and documentation
If you downloaded the product from Passport Advantage®, follow the instructions in the download document available at
http://www-01.ibm.com/support/docview.wss?uid=swg24031457.

This product offering includes: IBM Security Access Manager for Enterprise Single Sign-On, IBM WebSphere® Application
Server Network Deployment, IBM Tivoli® Federated Identity Manager, IBM DB2® Enterprise Server Edition, IBM Tivoli
Common Reporting.

For complete documentation, including installation instructions, see the IBM Security Access Manager for Enterprise
Single Sign-On Information Center at

http://publib.boulder.ibm.com/infocenter/tivihelp/v2r1/topic/com.ibm.itamesso.doc/ic-homepage.html.

2 Step 2: Evaluate your hardware and system configuration
See the “Hardware and Software Requirements” topic in the Release information section of the Security Access Manager
for Enterprise Single Sign-On Information Center.

3 Step 3: Review the base architecture
The IBM Security Access Manager for Enterprise Single Sign-On automates access to corporate information and strengthens
security.

Computer protected by
AccessAgent

(User names,
passwords)

IMS Server

Wallet

����

http://www-01.ibm.com/support/docview.wss?uid=swg24031457
http://publib.boulder.ibm.com/infocenter/tivihelp/v2r1/topic/com.ibm.itamesso.doc/ic-homepage.html


4 Step 4: Install and configure the IMS Server
Install the IMS Server. Choose from Stand-alone deployment, Network deployment, and Virtual appliance deployment. See
the IBM Security Access Manager for Enterprise Single Sign-On Installation Guide for more details.

Configure the IMS Server through the IMS Configuration Utility or through the IMS Configuration Wizard. See the IBM
Security Access Manager for Enterprise Single Sign-On Installation Guide and the IBM Security Access Manager for Enterprise
Single Sign-On Configuration Guide for more details.

5 Step 5: Configure the default policies
Use AccessAdmin to set the default system, machine, and user policies. See the IBM Security Access Manager for Enterprise
Single Sign-On Configuration Guide, IBM Security Access Manager for Enterprise Single Sign-On Administrator Guide, and IBM
Security Access Manager for Enterprise Single Sign-On Policies Definition Guide.

6 Step 6: Install AccessAgent
Install AccessAgent. See the IBM Security Access Manager for Enterprise Single Sign-On Installation Guide for more details.

7 Step 7: Install AccessStudio
Install AccessStudio to create profiles for applications. IBM Security Access Manager for Enterprise Single Sign-On
bundles a set of default profiles for many applications. See the IBM Security Access Manager for Enterprise Single Sign-On
Installation Guide for more details.

More information

? For more information, see the following resources:
v IBM Security Access Manager for Enterprise Single Sign-On Information Center at http://publib.boulder.ibm.com/

infocenter/tivihelp/v2r1/topic/com.ibm.itamesso.doc/ic-homepage.html.
v Software support is just a click away: http://www-947.ibm.com/support/entry/portal/Overview/Software/Tivoli/

Tivoli_Access_Manager_for_Enterprise_Single_Sign-On.
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